
SOCIAL MEDIA IS A FAMILY ENDEAVOR 
Use of social media should be a family discussion, including what kinds 
of pictures are appropriate to post. Parents should have full access to 
their children’s accounts. Set age-appropriate parental controls when 
possible. 

DIGITAL SAFETY 

Criminals use the internet, social media and text messaging to harass and 
threaten people, steal money and property, and exploit children. 

Additionally, children may fall victim to bullying by one or more of their peers 
through social media posts or direct messages. 

Here are some useful strategies to help your children avoid falling prey to this 
conduct. 

HAVE AN ACTIVE ROLE IN SOCIAL MEDIA USAGE 
Acquaint yourself with all the features of social media platforms used 
by your children. Review your children’s friends and followers and 
regularly monitor usage. 

OBSERVE YOUR CHILD’S PHONE USAGE 
Make sure you know how much time your child is spending on their 
smartphone, tablet and computer. An abrupt change in phone usage 
patterns (such as suddenly becoming preoccupied with one’s phone), 
or changes in behavior or personality, could indicate an underlying 
problem. 

TALK WITH OTHER PARENTS 
Get to know the parents of children whom your child is communicating 
with online or via text. Make sure to establish shared expectations for 
how your children message and interact with their friends online. 
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LAS REDES SOCIALES SON UN ESFUERZO COLECTIVO 
El uso de las plataformas de redes sociales debe ser un tema de 
conversación familiar. Los padres deben tener acceso completo a las 
cuentas de sus hijos. 

Los delincuentes utilizan internet, las redes sociales y los mensajes de texto para 
extorsionar, engañar, acosar y amenazar a las personas, así como para robar 
dinero y bienes, y para explotar a menores. 

Además, los niños pueden ser víctimas de acoso por parte de uno o varios 
compañeros a través de publicaciones en redes sociales o mensajes directos. 

A continuación, se presentan algunas estrategias útiles para ayudar a sus hijos a 
evitar caer en este tipo de conductas. 

PARTICIPE ACTIVAMENTE EN EL USO DE LAS REDES SOCIALES 
Los padres y figuras parentales deben comprender las funciones de las 
plataformas de redes sociales que usan sus hijos. Deben revisar la lista 
de amigos y seguidores de sus hijos y monitorear su uso de manera 
regular. 

OBSERVE EL USO DEL TELÉFONO DE SU HIJO 
Asegúrese de saber cuánto tiempo pasa su hijo usando el teléfono y 
otros dispositivos conectados a internet. Un cambio repentino en los 
patrones de uso del teléfono (como volverse de repente muy 
preocupado por su teléfono) podría indicar un problema subyacente. 

HABLE CON OTROS PADRES 
Conozca a los padres de los niños con los que su hijo se mensajea. 
Asegúrese de establecer expectativas compartidas y comunes sobre 
cómo deben comunicarse e interactuar sus hijos con sus amigos en 
línea. 
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